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CYBER INTELLIGENCE EUROPE 
28th – 30th September 2015 
Bucharest, Romania 

                                                    ORGANISED BY: 

Speakers Include: 
• Brigadier General Helmut Habermayer, Chief Information Officer, Ministry of Defence, Austria 
• Arman Grigoryan, Head, National Cyber Security Center, Institute for National Strategic Studies (INSS), Ministry of 

Defense, Armenia 
• Tural Mammadov, Head, Government CERT, Special Communication and Information Security State Agency, Special 

State Protection Service, Azerbaijan Republic. 
• Steve Purser, Head, Core Operations Department, European Union Agency for Network and Information Security 

(ENISA) 
• Major Isidoros Monogioudis, Cyber Defence Analyst, Cyber Defence Command, Ministry of Defence, Greece 
• Hans Oude Alink, Senior Advisor, Crisis Management, National Cyber Security Centre (NCSC), Netherlands 
• Inspector Ljuban Petrovic, Service for Combating Organized Crime, Cyber Crime Department, Ministry of Interior, 

Serbia 
• Lieutenant Blerim Krasniqi, Manager, IT Forensic Department, Kosovo Agency, Ministry of Internal Affairs, Kosovo 
• Daniel Peder Bagge, Head of Unit, National Cyber Security Center, National Security Agency, Czech Republic 
• Marco Gercke, Director, Cyber Crime Research Institute, Germany 
• Eugen Valeriu Popa, Vice President, The Security Studies and Analysis Centre (CASS), Romania 
• Diana Tsutskiridze, Research Associate, Georgian Security Analysis Center, GFSIS  

Reasons to Attend 
• Review the latest cybercrimes in the region 
• Discuss the importance of sharing information 

between governments and the private sector 
• Analyse the latest malware, DDoS and BYOD 

protection  
• Develop an understanding of the regions Cyber 

Security Strategies 
• Identify the major threats being faced to 

government institutions 
• Network with leading government officials from 

Romania and the regions governments 
• Visit the vibrant exhibition with leading companies 

showcasing their latest cyber defence products and 
technologies 

Sponsors & Exhibitors 
 
 
 
 
 
 
 
 

Associated Workshop 
 
28th September 2015 
Workshop Title TBC 
09.00 – 16.00 
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EVENT SCHEDULE 

Monday 28th September 2015 
 
09.00 – 16.00 
FULL DAY WORKSHOP – TITLE TO BE CONFIRMED 
 
HOSTED BY:  
 

Tuesday 29th September 2015 
 
08.30 – 17.00 
DAY ONE OF CONFERENCE 
 
08.30 – 17.00 
DAY ONE OF EXHIBITION 
 
TOPICS DISCUSSED: 
HOST NATION OVERVIEW ON CYBER SECURITY AND CYBERCRIMES 
REGIONAL CYBERCRIMES 
 

Wednesday 30th September 2015 
 
08.30 – 17.00 
DAY TWO OF CONFERENCE 
 
08.30 – 17.00 
DAY TWO OF EXHIBITION 
 
TOPICS DISCUSSED: 
INTERNATIONAL COOPERATION FOR COMBATING CYBERCRIMES AND ORGANISED CRIMES 
CRISIS MANAGEMENT AND READINESS 
CYBER DEFENCE STRATEGIES 
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PROGRAMME DAY ONE 

08.30  Registration & Coffee 
  
09.00  CHAIRMAN’S OPENING REMARKS 
Eugen Valeriu Popa, Vice- President, The Security Studies and Analysis 
Centre (CASS), Romania 
  
HOST NATION OVERVIEW - CYBER SECURITY, INTELLIGENCE AND 
CRIMES 
  
09.10  OPENING ADDRESS 
Lieutenant General Alexandru Grumaz, President, The Security Studies 
and Analysis Centre (CASS), Romania 
  
09.40  KEYNOTE ADDRESS: OVERVIEW OF ROMANIAN CYBER SECURITY 
• Review of Romanian Cyber Security 
• Current government strategies to secure critical infrastructures 
• Government cooperation 
• Future steps 
Invited: Bebe-Viorel Ionica, Secretary of State, Ministry of Information 
Communication and Technology, Romania 
  
09.40  MILITARY EDUCATION OF CYBER DEFENCE 
• What Education is provided to the Romanian Armed Forces on 

combating Cybercrimes? 
• Overview of the Military Computer Network 
• Response to a cyber-attack 
Invited: General (Ret) Teodor Frunzeti, Councillor, Department of 
National Security, Romania 
  
10.10  ROMANIAN GOVERNMENT COOPERATION IN COMBATING 
CYBER CRIMES 
• Overview of the current cyber security capabilities of the Romanian 

Government 
• What agencies are working together to strengthen cyber security 

capabilities 
• Importance of sharing information between departments and 

agencies 
Eugen Valeriu Popa, Vice- President, The Security Studies and Analysis 
Centre (CASS), Romania 
 
10.40  Networking Coffee Break 
  
11.10  CYBER SECURITY LEGISLATION – EU LEVEL 
• Overview of legislation in Romania 
• What the Romanian Government is implementing to secure 

infrastructures 
• Cooperation in the region 
• How to monitor the internet and combat the threats 
Invited: Radu Magdin, Honorary Advisor to the Prime Minister, Prime 
Minister’s Office, Romania 
 
  
 
 
11.40  CERTSIGN PRESENTATION 
Nicolae Ghibu, CEO, CertSIGN 

  
 

REGIONAL CYBERCRIMES 
  
12.10  TRACKING THE CYBER CRIMINALS: HUNGARIAN CASE STUDIES 
• Overview of the CDMA 
• Developments made in Hungary regarding cyber security capabilities 
• Recent cybercrimes carried out in Hungary 
• Tracking the individual criminals 
Invited: Ferenc Fresz, Head of CDMA, National Security Agency, Hungary 
 
12.40  Networking Lunch Break 
  
13.40  RECENT CYBERCRIMES: BULGARIAN CASE STUDY 
• Case study of cybercrimes in Bulgaria 
• Who was targeted? 
• Cooperation in tracing the threats 
Invited: Yavor Kolev, Chief of Cyber Crime, State Agency National 
Security, Bulgaria 
  
14.10  CYBERCRIMES IN GERMANY 
• Overview of the Cybercrime Research Institute 
• Recent cybercrime cases in Germany 
• Review of German Government cyber defence capabilities 
• Future steps 
Marco Gercke, Director, Cybercrime Research Institute, Germany 
  
14.40  COMBATING CYBERCRIMES IN SERBIA 
• Tracking cyber criminals in Serbia and overseas 
• Current state of Serbian Cyber Security 
• Recent acts of cybercrimes  
• Bringing the individual/organisation to justice 
Inspector Ljuban Petrovic, Service for Combating Organized Crime, Cyber 
Crime Department, Ministry of Interior, Serbia 
  
15.10  Networking Coffee Break 
  
15.40  KOSOVO CYBER FORENSICS 
• Overview of Cyber Security in Kosovo 
• What threats have been faced to the Kosovo Government Computer 

Systems 
• Cyber Forensics used at combating cybercrimes 
• Where next 
Lieutenant Blerim Krasniqi, Manager, IT Forensic Department, Kosovo 
Agency, Ministry of Internal Affairs, Kosovo 
  
16.10  GEORGIA'S CYBERCRIMES: CASE STUDIES 
• Recent cybercrimes in Georgia 
• What has the Georgian Government learnt from past cyber-attacks 
• Development of cybercrime divisions  
Diana Tsutskiridze, Research Associate, Georgian Security Analysis 
Center, GFSIS  
  
16.40  CHAIRMAN’S CLOSING REMARKS 
Eugen Valeriu Popa, Vice- President, The Security Studies and Analysis 
Centre (CASS), Romania 
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PROGRAMME DAY TWO 

08.30  Registration & Coffee 
  
09.00  CHAIRMAN’S OPENING REMARKS 
Eugen Valeriu Popa, Vice- President, The Security Studies and 
Analysis Centre (CASS), Romania 
  
INTERNATIONAL COOPERATION FOR COMBATING CYBERCRIMES 
AND ORGANISED CRIMES 
  
09.10  RECENT CYBERCRIMES ACROSS EUROPE  
• Overview of Cyber Intelligence techniques used by EC3 
• What are we monitoring 
• Where are the threats coming from 
• Future developments 
Invited: Marnix Auman, Head of Cyber Intelligence - European 
Cybercrime Centre (EC3), EUROPOL 
  
09.40  COMBATING ORGANISED CYBERCRIMES IN THE REGION 
• Current practices used by OSCE to secure networks 
• Cooperating with governments 
• 2015/16 mission 
Invited: Ben Hiller, Cyber Security Officer, Organisation for Security 
and Co-operation in Europe (OSCE) 
  
10.10  PROTECTING EUROPEAN NETWORK INFRASTRUCTURE 
• Current ENISA missions 
• Cooperation with Eastern European governments 
• Internet crimes  
Steve Purser, Head of Capability Department, European Union 
Agency for Network and Information Security (ENISA)  
  
10.40  Networking Coffee Break 
  
CRISIS MANAGEMENT AND READINESS 
  
11.10  CYBER CRISIS MANGEMENT – NETHERLANDS CASE STUDY 
• Overview of the NCSC 
• What responses are implemented when a cyber-breach is 

detected 
• Crisis Management case studies from recent breaches 
Hans Oude Alink, Senior Advisor, Crisis Management, National 
Cyber Security Centre (NCSC), Netherlands 
  
11.40  SMALL BUT SMART - THE AUSTRIAN MODEL OF CYBER 
SECURITY 
• Overview of Austrian Cyber Security 
• Crisis Response strategy 
• How the Austrian Cyber Security Model has developed 
• Future steps 
Brigadier General Helmut Habermayer, Deputy Head General 
Directorate Planning and Chief Information Officer, Ministry of 
Defence and Sports, Austria 
 

  
 

12.10  Networking Lunch Break 
 
CYBER DEFENCE STRATEGIES 
   
13.10  ALBANIAN CYBER DEFENCE SOLUTIONS 
• Overview of Cyber Security in Albania 
• Develops made on our government computer network 
• Cooperation with neighbouring Balkans nations 
• What is needed 
Invited: Elfrida Bardhanjori, Head of Cyber Defence Section, Ministry 
of Defence, Albania 
  
13.40  ARMENIAN CYBER DEFENCE STRATEGIES 
• Overview of Armenian Cyber Defence Capabilities 
• Recent cybercrime cases 
• Where are our vulnerabilities and strengths are in our compute 

systems 
Arman Grigoryan, Head of National Cyber Security Center, Institute 
for National Strategic Studies (INSS), Ministry of Defence, Armenia 
  
14.10  CZECH NATIONAL CYBER SECURITY STRATEGY 
• Development of a strong Czech Cyber Security Capability 
• Recent case studies of cyber-attacks in the Czech Republic 
• Protecting critical infrastructure 
Daniel Peder Bagge, Head of Unit, National Cyber Security Center, 
National Security Agency, Czech Republic 
  
14.40  Networking Coffee Break 
  
15.10  CYBER DEFENCE SYSTEMS IN AZERBAIJAN 
• Overview of Azerbaijan Cyber Security 
• Recent threats to critical infrastructure 
• Internet security 
• Future developments 
Tural Mammadov, Director, Azerbaijan Computer Emergency 
Response Team (CERT-GOV-Az) 
   
15.40  GREEK CYBER DEFENCE  
• Case studies of Greek Cybercrimes 
• Securing sensitive information from cybercrimes 
• Government stance on cyber security 
• Training used by Greek Military to strengthen cyber security 
Major Isidoros Monogioudis, Cyber Defence Analyst, Ministry of 
Defence, Greece 
  
16.10  CHAIRMAN’S CLOSING REMARKS 
Eugen Valeriu Popa, Vice- President, The Security Studies and 
Analysis Centre (CASS), Romania 
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EVENT SPONSORS & EXHIBITORS 

Personalised Branding Sponsor 
 
 
 
 
 
 
 

certSIGN is a Romanian company that specializes in the development of 
information security software and the provision of cyber security services. It 
is the only Romanian company that runs a private CERT. 
 
certSIGN’s innovative solutions help both organizations that need to protect 
their assets against possible threats and customers who wish to improve 
their information systems, while also improving and optimizing their business 
operations. 
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DELEGATE DETAILS: 
Please complete your details below. 

Title/Rank: 

First Name: 

Surname: 

Job Title: 

Company: 

Tel: 

Fax: 

Email: 

Address: 

Signature: 

Date: 

VENUE & ACCOMMODATION 

Hotel Name: TBC, Bucharest, Romania 

 

Please tick here if you would us to contact you to book your 

accommodation ☐ TERMS AND CONDITIONS 

Payments - All bookings made prior to the conference must be paid in full to guarantee registration. Once payment has been 
received, an email confirmation and a receipted invoice will be sent. If payment is not made at the time of booking, registration 
will be provisional. Bookings received less than two weeks before the conference date can only be paid by credit card. 
Early Bird Rate  - In order to qualify for any 'early bird' rates, booking must be received before the deadline date listed in the 
conference marketing material. 
Substitutions & Cancellations - Delegates may nominate an alternative person from their organisation to attend up to 24 hours 
prior to the start of the event, at no extra charge. Should substitution not be possible, cancellation charges apply as follows:     8 
weeks or more prior to start of event: 10% of the delegate fee , 4 to 8 weeks prior to start of event: 50% of the delegate fee , 4 
weeks or less prior to start of event: 100% of the delegate fee. All substitutions and cancellations must be received in writing  
Access Requirements - Delegates should advise of any special access requirements at the time of registration. 
Registration Information - Registration information will be sent to registered delegates by email at least seven days prior to the 
event.  Any delegate not receiving the registration information should contact us by email to events@intelligence-sec.com 
Alterations to Programme - Cancellation/Postponement of Event - Intelligence-Sec reserves the right to make alterations to the 
conference programme, venue and timings. 
In the unlikely event of the programme being cancelled by Intelligence-Sec, a full refund will be made. Liability will be limited to 
the amount of the fee paid by the delegate. In the event of it being found necessary, for whatever reason, that the conference 
is being postponed or the dates being changed, the organisers shall not be liable for any expenditure, damage or loss incurred 
by the delegate. If by re-arrangement or postponement the event can take place, the booking between the delegate and the 
organisers shall remain in force and will be subject to the cancellation schedule in paragraph 3 
Speakers - Views expressed by speakers are their own. Intelligence-Sec cannot accept liability for advice given, or views 
expressed, by any speaker at the conference or in any material provided to delegates. 
Photography & Filming - For promotional purposes, there may be a professional photographer and video production taking 
place during the conference. Delegates who do not wish to be filmed or recorded should advise the organisers by email 
to events@intelligence-sec.com prior to the event. 
Data Protection - By submitting registration details, delegates agree to allow Intelligence-Sec and companies associated with 
the conference to contact them regarding their services. Delegates who do not wish to receive such communications please 
email events@intelligence-sec.com. The contact details of registered delegates will be placed on the attendee list which will be 
passed to sponsoring companies and to all attendees for them to see who is at the conference for the purpose of networking 
and meetings. Delegates who do not wish to be included on this list should advise at the time of booking. 
Websites & Links - The conference and associated Intelligence-Sec websites may link to other websites and networking tools 
provided for the convenience of the users. The contents of these websites are maintained by their owners, for which 
Intelligence-Sec takes no responsibility. Neither can responsibility be taken for contents of any website linking to this website. 
Insurance - It is the responsibility of the delegate to arrange appropriate insurance cover in connection with their attendance at 
the conference. Intelligence-Sec cannot be held liable for any loss, liability or damage to personal property.  If you have any 
questions about these Terms & Conditions, please contact – events@intelligence-sec.com 

PAYMENT DETAILS: 

Please complete your details below. 

☐Wire Transfer:  
Barclays, 16 High Street North, Dunstable, Bedfordshire, LU6 
1JZ, United Kingdom 
Sort Code: 20 55 33  Account Number: 53554104 

☐Payment by Credit Card: 

All card payments need to be made via our website 

http://www.intelligence-sec.com/login/  

Or we will send you a PayPal payment request for you to 

make payment. 

 

ADDITIONAL NOTES 

BOOKING FORM 

Cyber Intelligence Europe 2015 

 28th – 30th September 2015, Bucharest, Romania 

Please 
Tick 

Military/Government, 
Public Sector Rate 

Early Bird 
Price 
Book Before 
30/06/2015 

Early Bird 
Price 
Book Before 
31/07/2015 

Standard 
Price 
 

Two Day Conference & 

Exhibition  
400 EUR 450 EUR 500 EUR 

Workshop A 100 EUR 150 EUR 200 EUR 

All of the above 500 EUR 600 EUR 700 EUR 

Please 
Tick 

Commercial 
Organisations 

Early Bird 
Price 
Book Before 
30/06/2015 

Early Bird 
Price 
Book Before 
31/07/2015 

Standard 
Price 
 

Two Day Conference & 

Exhibition  
800 EUR 900 EUR 1000 EUR 

Workshop A 200 EUR 300 EUR 400 EUR 

All of the above 1,000 EUR 1,200 EUR 1,400 EUR 
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